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Revised Public Key Method



• Note that two temporary secret keys are created from a hash of nonces and cookies. The initiator 
uses the public key of the responder to send its nonce. The responder decrypts the nonces and 
calculates the initiator’s temporary secret keys. After that the half keys, the ID and optional 
certificate can be decrypted. The two temporary secret keys, K-I and K-R are calculated as

























Phase-II: Quick Mode








